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The current Anti-Money Laundering regime jeopard-
ises the essential achievements of the state under the rule
of law. The increasing centralisation and cooperation of
the competent authorities in the exchange of personal data
creates a security architecture that leads to a considerable
risk of freedom restriction. In particular, the extension of
the authorities’ power of intervention granting them ac-
cess to citizens’ personal data without the need for initial
suspicion underlines that a substantial part of the consti-
tutional state is at risk today. The fact that employees of
financial institutions and other professionals involuntary
execute the role of auxiliary policemen is the symbol for
AML regime amendments in the European Union and Fi-
nancial Action Task Force countries ignoring fundamental
constitutional principles. The Brexit further complicates
the compliance with AML requirements for UK compa-
nies, posing an additional challenge for the future deve-
lopment of the EU AML regime.

This paper promotes the improvement of the compatibility of AML/CTF le-
gislation, provisions as well as recommendations with fundamental human and civ-
il rights by presenting areas of massive intrusions into civil liberties, and strength-
ens the legal academic discourse of adherence to these fundamental rights under
the principle of the rule of law in the fight against money laundering and terrorist
financing.

1. INTRODUCTION

The concept of civil rights in the Magna Carta, including the presumption
of innocence and the rule that there must be grounds for initial suspicion before
bringing charges against someone, evolved into the core elements of a modern con-
stitutional state [1]. As the European Union (EU) and the international commu-
nity has recognised the problem of transnational organised crime related to money
laundering (ML) activities through illegal business, there has been an increasingly
closer cooperation of states at the legislative, executive and judicial levels, result-
ing in the creation of one of the most extensive legal frameworks not only in the EU
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but worldwide [2]. The most important international body to combat money laun-
dering and terrorist financing (TF) is the Financial Action Task Force (FATF),
which was founded at the G7 Summit in Paris in 1989, involves 35 countries and
two regional organisations, and is affiliated with the Organisation for Economic
Co-operation and Development (OECD) in Paris [3]. The FATF has been given
the task of developing recommendations and international standards concerning
AML/CTF for the financial sector. The recommendations the FATF adopted on
16 February 2012 [4], in which the previous 40 [5] +9 [6] recommendations were
unified, provided a central component in combating financing of weapons of mass
destruction. The EU today has largely adopted the FATF’s 2012 recommendations
in its fourth Anti-Money Laundering Directive 849/2015 (4th AMLD) [7], after
previously adopting in 2014 Directive 2014/42/EU [8] on the freezing and con-
fiscation of instrumentalities and proceeds of crime [9]. These two directives form
the core of the current EU AML/CFT regime. The 4" AMLD broadens the range
of money laundering predicate offences by including crimes in connection with
direct and indirect taxes [10]. In addition, it significantly extends the obligation
to store and distribute data of the member states in comparison to the third Anti-
Money Laundering Directive (3" AMLD) [11]. The 4" AMLD also extends the
obligation of credit and financial institutions to carry out customer due diligence
and to report suspicious transactions by professionals like lawyers, trustees, com-
pany service providers, real estate agents or gambling companies [9]. It thereby
creates conflicts of interest not only in the trust relationships of bank customers
and their bankers but also with tax advisors, lawyers, etc. Employees of financial
institutions and these new professional groups are drafted into the role of auxil-
iary policemen suggesting the AML regime in the EU and the FATF states has
abandoned common sense and fundamental principles of the rule of law. Although
the 4" AMLD is primarily intended to prevent money laundering, terrorist financ-
ing or tax evasion by creating a transparent system of data in each member state,
which is publicly available and can identify final beneficial owners, its design is
highly suitable to spy upon normal citizens without warrant or grounds of suspi-
cion. While the 4" AMLD gives Financial Intelligence Units (FIUs) significantly
more autonomy in evaluating and accessing data related to ML, TF and tax of-
fences [10], the European Commission believes there are gaps which need to be
closed involving high-risk third countries, virtual currency exchange platforms,
prepaid instruments and further improvement of central data registers with regard
to electronic payments and even greater access to information for and exchange
between FIUs. The Commission has taken these issues into account in its proposal
COM(2016) 450 final [12], without however addressing their highly heterogene-
ous nature due to the lack of harmonisation of criminal law among the member
states, especially the issue of tax offences as a ML predicate offense [13].

2. THE EU AML REGIME UNDER THE 4TH AMLD

The 4" AMLD, on the basis of Article 288 TFEU [14], creates a series of new
obligations for the member states, but leaves it to them how to precisely implement
the Directive at the national level. In contrast to the 3 AMLD, in Chapter III of
the 4™ AMLD member states are obliged to ensure that information on compa-
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nies and other legal entities located in the respective member state is available in
a central register and up to date in terms of their beneficial ownership and bene-
ficial interests pursuant to Article 30(3) and (4) 4" AMLD [9]. In addition, the
member states must ensure that the competent authorities and FIUs performing
customer due diligence have unrestricted access to this register at all times [10].
The 4" AMLD extends these disclosure obligations once more under Article 31
by obliging trustees of any legally possible type of trust in the respective member
state to comply with this transparency requirement. A further change compared to
the 3 AMLD is that a risk-based approach and documentation is required from all
persons and companies covered by the Directive. In addition, a risk assessment of
politically exposed persons (PEPs) is required while, at the same time, the group to
be considered as PEPs has been significantly expanded [15]. In practice, an inad-
equate definition of PEPs under the 4" AMLD and the simultaneous far-reaching
extension of its scope to family members and other related parties means that many
banks, for fear of possible risks, collectively have rejected opening bank accounts
for these customers, resulting in unjustifiable discrimination. Even though the 4%
AMLD expressly states that the PEP status must not lead to discrimination, the
opposite is actually true. It remains unclear what reasons are advanced for expand-
ing scrutiny to family members and relatives in the PEP context [16]. As it is de
facto left to each bank to decide how far-reaching this inspection goes and how it
is performed, the 4™ AMLD creates even more uncertainty for the banks and their
customers. The 4" AMLD requires individual financial institutions and profession-
al figures such as lawyers, trustees, real estate agents or casino operators to carry
out customer due diligence when establishing a relationship or a transaction and, in
particular, to report to the competent authorities, if the risk of TF or ML offences
including tax offences occurs [ 15]. This creates the basis for a transnational data ex-
change system within the European financial system that de facto lies beyond any
democratic checks and balances by the individual member states. The improvement
of the exchange of information across Europe based on Article 53(1) 4" AMLD, in
conjunction with Articles 53(2) and (3), has granted the FIUs immense power, as
they are allowed to exchange or analyse any available information in the context of
ML or TF independently or upon request. Although Article 30(9) 4" AMLD to a
limited extent permits that the member states can refuse or restrict access to data
on a case-by-case basis, Recital 56 of the 4™ AMLD underscores that the request for
information exchange, as a rule, has to be granted. Overall, the 4" AMLD raises a
number of doubts about its democratic procedures, the guarantees of the rule of law
and on its adoption. Indeed, the EU’s decision not to adopt the 4" AMLD based
on Article 83(2) TFEU but based on Article 114 TFEU was aimed at obstructing
interference by member states in the area of criminal law, as Article 83(2) TFEU
would have provided the option for member states to prevent the introduction of
the Directive in order to first examine whether it is in line with their own respective
constitutions [17]. Article 83 TFEU would not have circumvented national sover-
eignty in order to avoid the inconsistencies between EU criminal law and national
laws. These inconsistencies are especially evident today in the area of serious cross-
border crime such as terrorism, money laundering and tax evasion. The 4" AMLD

88



not only prohibits ML, but links ML offences to the obligation of member states to
impose sanctions or penalties on private companies that fail to carry out their due
diligence, record-keeping and reporting duties under Article 58(1) 4" AMLD in
conjunction with Articles 59 and 61. As a result, everyone who falls within the 4%
AMLD's scope de facto becomes an extension of the investigative authorities and
suspicious activity reports (SARs) can be filed without initial suspicion to avoid in-
stitutional and personal liability [10]. This law enforcement practice is partly hin-
dered by the European Court of Justice (ECJ), as demonstrated by the judgments
of Digital Rights Ireland and Seitlinger and Others (2014) [18] and Schrems v Data
Protection Commissioner (2015) [19]. Despite the US law allows US intelligence
to access personal data from EU citizens, the EC]J has declared this practice to be
inadmissible in the EU, as no adequate protection of privacy is ensured, resulting in
a clear breach of EU law [20]. Accordingly, the infringement of Articles 7, 8 and 11
of the Charter of Fundamental Rights of the European Union (the Charter) [21]
led the ECJ not only to classify the transfer of personal data to US authorities as
inadmissible, but also to annul all of the Data Protection Directive 95 /46 [22]. The
reason for the annulment was that Article 25 of Directive 95/46 in relation to the
Commission Adequacy Decision 2000/520 [23] had allowed a too far-reaching ex-
traterritorial effect of the US law and the related competence of the US authorities
in monitoring the EU citizens’ data. Ultimately, the ECJ confirmed this legislation
to be in breach with the Charter in respect to data protection and privacy [20].
Overall, the 4" AMLD aims to reveal violations of ML, TF and tax evasion to the
fullest extent by maximising the information exchange at European level, which is
softening personal data protection and the principles of the rule of law in criminal
law [10]. Therefore, the 4" AMLD raises significant questions about its efficiency
and the preservation of the principles of the law.

3. THE AML/CTF LEGISLATION’S INABILITY TO PREVENT TER-
RORIST ATTACKS

In the UK, the linking of AML policies to counter-terrorism strategies is one of
the current stated goals of the Home Office and the UK Security Service. In 2015,
the Joint Money Laundering Intelligence Task Force was consisting of govern-
ment and law enforcement representatives and led by the National Crime Agency
(NCA) [9]. Its mission was to implement faster and more efficient intervention and
law enforcement mechanisms in the private and public sectors to combat ML and
TFE Thereby, a central element was a fast and far-reaching information gathering of
customer-related data by financial institutions, without the possibility of protec-
tion under section 7 of the Crime and Courts Act 2013 [24]. For banks, this means
that they may disclose any information about clients without violating their obli-
gation of confidence. Accordingly, the UK government created a way to override
the banker’s duty of customer confidentiality that is more extensive than the SAR
process and justifies this development primarily on the grounds that it is necessary
to effectively combat terrorism, without however providing reliable empirical data
to support this assumption. In the UK, Part 8 of the Proceeds of Crime Act 2002
(POCA 2002) [25] has unified ML offences similar to the 4" AMLD through the
extension of confiscation, civil recovery and money laundering investigations. This
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resulted in a merging of civil and criminal jurisdictions, which aims at covering
three investigation areas [9]. Together with the Serious Crime Act 2007 [26] and
the amendments of sections 327-329 POCA 2002 by the Serious Organised Crime
and Police Act 2005 [27], the POCA 2002 is now one of the key legislations within
the AML and CTF framework in the UK [28]. Currently, the AML legislations in
most jurisdictions worldwide, for example the Indian Prevention of Money Laun-
dering Act 2002 [29] and the Australian Anti-Money Laundering and Counter-
Terrorism Financing Act 2006 [30], have a similar structure to the POCA 2002, as
they include CTF provisions [31]. These laws, which the UK and many other FATF
countries established more than a decade ago to effectively combat ML and TF, in
fact form the basis for the increasing prosecution risks for financial institutions and
financial professionals. Moreover, institutions are subject to the risk of considerable
sanctions if they do not apply a sufficient compliance structure in line with AML/
CTF legislation. One may question the efficiency of this AML/CTF legislation, as
the recovery of proceeds of crime through 15 enforcement agencies in the UK was
only GBP 155 million in 2014, while estimated administrative costs amounted to
GBP 100 million [32]. Also, the British bankers’ association assumes that most of
the largest international banks are spending around GBP 700 million to one billion
annually on financial crime compliance [33]. These figures show that the AML/
CTF legislations create immense bureaucratic burdens without actually providing
any proportionate results. This also applies to the AML/CTF legislation’s efficien-
cy as a tool to prevent terrorist attacks. In its 2016 recommendations on terror-
ist financing [34], the FATF states that similar to ML, the monitoring of financial
flows, including cash transactions, helps the investigators to identify terrorists and
prevent terrorist attacks. However, when taking a closer look at the cost of current
terrorist attacks, the conclusion must rather be that the FATF recommendations
may only help to uncover small tax evaders, but are completely unsuitable for pre-
venting terrorist attacks [35]. The low costs of terrorism attacks highlight that de
facto only minimum financial resources are needed to carry them out. According to
the estimates of the Center for the Analysis of Terrorism (CAT), the Nice attack of
14 July 2016, in which ISIS fanatic Mohamed Lahouaiej-Bouhlel killed 86 people
and injured more than 450 people with a truck, cost no more than GBP 2200 [36].
This latest low tech strategy for terrorist attacks is based on the use of everyday
objects and vehicles as deadly weapons. The Westminster attack on 22 March 2017
at the Westminster Bridge in London, in which three people were killed with a
truck and 20 were injured, and the Berlin Christmas Market attack on 19 Decem-
ber 2016, where 12 people were killed with a truck and around 50 were injured,
were based on the use of improvised weapons, including vehicles and knives [37].
Overall, the catch-all approach of the AML/CTF regulations is touted as means of
preventing terrorism, but is in fact unsuitable to prevent low tech terrorist attacks,
which are relatively simple and inexpensive to realise. Most terrorist attacks in re-
cent years have not required major financial transactions or large sums of money.
Yet, the policy makers and investigative authorities still use the prevention of ter-
rorist attacks and the prevention of the financing of terrorism as the main argument
for the increasingly excessive expansion of the AML/CTF legislation worldwide.
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4. BREXIT AND OTHER FUTURE CHALLENGES OF THE EU AML RE-
GIME

The AML/CTF regime in the UK places disproportionate burdens on compa-
nies and financial institutions. Brexit could further complicate this situation for
companies, if they are no longer part of the EU and, thus, of the EU single market.
Particularly in view of the fact that the 4" AMLD includes combating tax evasion
in its regulatory system, the Brexit implies that the joint efforts of the EU net-
work of information exchange and administrative cooperation will be significantly
weakened by the withdrawal of the UK economy. Accordingly, the network’s joint
aim of the promotion of European harmonisation will be weakened as well. This
may lead to substantial problems regarding the administrative cooperation related
to cross-border tax issues within the EU, as EU directives will no longer apply
for the UK after Brexit. In 2016, Directive 2016/1164 [38] was adopted, which
includes provisions to combat tax avoidance practices that have direct negative
effect on the functioning of the internal market. Through the Brexit, this Directive
will become ineffective in the UK as does Directive 2014/107 [39] with regard
to mandatory automatic exchange of information in the field of taxation, which
ensures the existence of a cross-border administrative cooperation among the fi-
nancial authorities of the member states and allows the member states to obtain
full information on taxable persons or companies from member states concerned
[40]. Particularly with regard to corporate groups or multinational corporations,
Directive 2014,/107 gives financial authorities the opportunity of jointly carry-
ing out audits by tax authorities of several member states [40]. After the Brexit,
there will no longer be a legal basis to which the UK can refer to for this precise
tax administrative cooperation, which will probably have a wide range of negative
consequences for companies registered in the UK, as their tax treatment within
the EU will be reduced in accordance with the status of a third country. The 4"
AMLD poses further challenges for the EU AML regime in the EU beyond the
Brexit issue. Thereby, the lack of harmonisation of criminal law regarding tax eva-
sion is paramount. The 4" AMLD raises fundamental doubts as to what extent it
is in conflict with existing civil and human rights. Against the background of the
planned amendment to the 4™ AMLD or the possible adaptation of the 5" AMLD,
the question of the compatibility of the legislation with constitutional principles
becomes increasingly important. A core element of the 4" AMLD is directed at tax
avoidance and evasion. In addition, the 4th AMLD focuses on national risk assess-
ments. In this connection, the important standard setter, the Basel Committee on
Banking Supervision, has adopted the FATF recommendations of 2012 in its Janu-
ary 2014 guidelines Sound Management of Risks Assessment on Money Launder-
ing and Financing of Terrorism (see in its current version [41]) similar to the 4™
AMLD [20]. The guidelines describe risk assessments as a central responsibility
of credit and financial institutions, in which three lines of defence against money
laundering are specified: The first line of defence is the front-office staff, which is
in direct contact with the customer and responsible for identifying the customer,
for accessing and monitoring the business risk, and for implementing respective
AML/CTF policies and procedures. The second defensive line is the senior man-
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agement, which is responsible for the on-going monitoring and implementation of
AML/CFT requirements, and is also the point of contact for AML/CTF related
queries from internal and external authorities and FIUs. The third line of defence
against ML is the internal auditing, which provides an independent assessment
of the effectiveness of the implementation of risk management and controlling in
compliance with AML/CTF policies and procedures [15]. At the same time, the
interlinking of the recommendations of the Basel Committee, the 4" AMLD and
other regulatory technical standards set by the European Supervisory Authorities
creates an ever-finer network of financial institution control [20]. This network is
increasingly far-reaching, as Europol is getting more closely involved in the fight
against financial crimes and is becoming a central hub of information, in which
data is exchanged and evaluated at unprecedented levels. Furthermore, Europol
actively contributed to proposals contained in the agreement between the EU and
US on the Terrorist Finance Tracking Program (TFTP) [42]. The fight against
financial crimes is now being expanded with proposals about the future of the
4" AMLD involving its amendment or the 5" AMLD. Thereby, it is particularly
noticeable that the proposals intend a tightening of due diligence requirements
regarding the transparency of beneficial ownership [43]. The so-called “Panama
Papers affair” has contributed to the greater focus on the prevention of tax evasion
and on controls on the movement of anonymous funds. Against this background,
the EU Council Proposal COM/2016,/0450 final [44], which is supposed to close
gaps in the ML and TF area, is highly problematic due to the fact that the objec-
tive of closing gaps is being mixed with the aim to create more transparency in
financial transactions in relation to offshore jurisdictions in order to prevent tax
avoidance or evasion [45]. Ultimately, the integration of CTF and the inclusion of
tax evasion prevention into the EU AML framework means to lump completely
different phenomena together at the same level, which makes the whole system
inefficient and legally questionable.
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tions the admissibility of the Directive in principle due to the
lack of harmonisation of criminal law and of the definition of
tax crimes relating to direct and indirect taxes.In particular,
as there is no reciprocity among the member states in the field
of tax evasion in many areas in terms of what is punishable
and what is not, the 4" AMLD raises fundamental questions
on data protection and an European law enforcement that,
by lack of harmonisation, allows the conduct of Furopean in-
vestigations without the existence of a criminal offense in the
respective member state. At the same time, the high-risk third
country and non-cooperative jurisdictions policy in the EU led
to the criminalisation of countries that are primarily consid-
ered as tax havens, but which pose no actual criminal threat
to the security through terrorist financing or money laundering
of funds generated from illegal sources. The “Panama Papers”
have raised questions about and criticism of existing policies
regarding offshore structures. The legislative reaction has been
one of blind activism. The fight against terrorism and the pre-
vention of tax evasion are being used as arguments, both politi-
cally and in the media, to create increasingly far-reaching leg-
islation that allegedly create fair taxation and prevent terrorist
attacks. The integration of these highly divergent objectives
into the EU AML framework has led to an explosion of compli-
ance costs in the EU and worldwide, with no empirical data to
suggest the actual effectiveness of this legislation in preventing
terrorist attacks. Neither an intensified customer due diligence
nor a comprehensive monitoring and control of millions of fi-
nancial transactions of ordinary citizens can prevent the new
low-tech method of terrorist attacks, since these attacks require
only minimal financial resources. Primarily, the 4" AMLD is
apt to spy on ordinary citizens without any initial suspicion to
an unprecedented degree. Today, the EU promotes an on-going
unbridled and unrestricted transfer of personal data to third-
party countries by virtue of the AML framework, placing every
citizen under a general criminal suspicion and carrying out in-
vestigations under this policy without grounds for reasonable
suspicion, which is incompatible with the rights described in the
ECHR and the Charter of Fundamental Rights. Therefore, the
proposals for the amendment of the 4" AMLD that suggest to
extend the powers of the FIUs must include a detailed review of
the rights to privacy and data protection that citizens enjoy by
virtue of the ECHR and the Charter. The extension of the pow-
ers to investigate tax evasion ultimately requires the prior har-
monisation of the bases for offences punishable under criminal
law within the EU.

Iypoa M. Kineup npueamiozo scumms epomadsan €C:
nuoHui noeasno na Yemeepmy Jupexmusy no 6opomvoi 3
siomusannam epoweti. Ilpozpecusnuil possumox esponeii-
COKUX 3aKOHO0ABUUX AKMIB Y 2a1Yy31 GOPOMbOU 3 BIOMUBAHHAM
epowett,/ npomudii pinancysaniio mepopusmy y noEOHaNMI 3
UIMKUM 3a80aHHAM HKEI0AUIT Yxunenns 6i0 cnaamu nooam-
Kie npuseeu 00 HAOMIPHO20 AOMIHICIPAMUBHOZ0 KOHMPOJIO
KoscHo20 zpomadsnuna €C ma séce binvul cepiiosozo niopu-
8Y OCHOBHUX 2POMAOAHCHKUX npas. Bionosiono, Uemeepma
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Jupexmusa npo 60pomvOy 3 GIOMUBANHAM ZPOULEL] NIOHIMAE
numanmns npo i egpexmusnicmo ma 30epercenis NPUHUUNIS
saxony. B upomy xonmexcmi dyxce saxciueo me, wo Gemeep-
ma Aupexmuea npo 60pomovly 3 GIOMUBANHAM 2POULETL 6KIIO-
uae 6ionogionicms Giomusanms zpowei/pinancyeanns me-
POPUSMY MA YXULEHHSL 610 CRIAMU NOOAMKIS, U0 6 NPUHIUUNT
cmasumy nid cymnis donycmumicmo [upexmusu uepes 6io-
CYMHICIM® 2apMOHI3ayii KpuMlHCL/leOZO npasa ma su3HaueHHs
nOOAMKOBUX 3T0UUNIB, NOG' I3AHUX 3 NPAMUMU WA HENPIMUMIU
nodamxamu. OCKIbKU MIdC 0epICABaMu-4ieHami HEMAe 63a-
emodii y bazamvox chepax 6 acnexmi yxuienms 6io cniami
no0amxKie 3 MOUKU 30pY MO20, WO KApacmo, a wo i, em-
sepma Jlupexmusa npomu 60pomobu 3 6IOMUBAHHIM Zpowiel]
MIOHIMAE OCHOBHI NUMAHHS 3AXUCTY OAHUX A EBPONEUCHKO-
20 3aKonodascmea, sike, uepes Gi0cymmicms zapMomisauyii, 0ae
3MOZY MPOBOOUMI €6PONEUCHK PO3CIIOY6aHA 6€3 HAAGHOCI]
anouuny y 6ionosioniil depacagi-uneni. Y moi sce uac mpemi
KPainu 3 8UCOKUM CMYNEHeM PUSUKY Ma HeCYMICHI 3a 10PUC-
duxuicro kpainu ¢ €C npusenu 00 kpuminanizauii kpainu, sxi
Hacwvmepeﬁ B6AINCAIOMBCSL NOOAMKOBUMU CXOBUUAMU, A€
AKI He Npedcmasisiomy Peanviol 3azposu be3neui Wisxom
pinancysanis mepopusmy abo 3HAMMS ZPOULOSUX KOULMIB,
OMPUMAHUX 3 He3aKOHHUX Oxcepen. “Ilanamcvki doxymen-
mu” niOHANU NUMAHHS MA KPUMUKY ICHYIOUUX NOJIMUK 1000
opuwopnux cmpyxmyp. 3axonodasua peaxuyis oyaa dicio nas-
mannsi. Bopomvoa 3 mepopusmom ma 3anodieanns YXuieHo
6i0 cnaamu nooamkie SUKOPUCMOBYIOMBCS K APZYMEHMU
6 noximuyi i 6 sacobax macosoi ingopmayii s cmeopers
ace GLIvlL JHCOPCKOZO 3AKOHOOABCMEA, sKe Hauebmo cmeo-
PIO€ cnpasediuge onOOAMKY6AnHs ma 3anodizae mepopuc-
muunum amaxam. Inmezpauis yux naomo eiominnux yirei 6
pamkax 6opomubu 3 eiomusanmsim epoweti 6 EC npuseena 0o
subyxy eumpam na dompumanis ¢ €C ma 6 ycvomy ceimi 6es
OyOb-sKux emnipuunux Oanux, wob nepedbauumu paxmuuny
ehexmusHicms 4020 3AKOHOOABCMEA Y 3aN0bi2ani MepoPuUc-
muunum amaxam. Hi inmencugixosana excnepmu3sa xiienmis,
Hi 6CECMOPOHHIL MOHIMOPUHZ A KOHMPOTb MITLIUOHIE PIHAH-
COBUX ONEPAUTTL 36UMALHUX 2DOMAOSI He MONCYMb 3anodiz-
MU HOBUM HUSLKOMEXHOIO02IUHUM MEPOPUCTIUUHUM AMAKAM,
OCKINOKU 05l YUX amax nompioni iuuie MiHiMaioii (inancosi
pecypcu. Iepedycin Yemsepma [upexmusa npo 60pomvoy
3 GIOMUBAHHAM 2POULEll CXULLHA WNUZYCAMU 3G 36UYALHIU-
Mu zpomadsnamu 3 besnpeuedenmuum pienem 6e3 6yovb-aKoi
nouamosoi nidospu. Cvozooni €C nidmpumye nocmitiny me-
npuboprany ma neobmeiceny nepeoauy NePCOHAILHUX OAHUX
y mpemi kpainu no 6asi cucmemu 60pomvOU 3 GIOMUBANHIM
Zpowietl, wo CMasumy KOMCHOZO ZPOMAOSIHUHA Ni0 3A2albHY
nidospy ma npoeodums Po3ciioyeanis 6i0nosiono 0o uiei no-
rimuxu 6e3 00TPYHMOBaNHUX Ni003P, SKI HECYMICHI 3 NPABAMU,
onucanumu 6 €eponeticvkomy cyoi 3 npas modunu i Xapmii
ocnosHux npas. Tomy nponosuuii w00 enecenist NONPasox 0o
Yemeepmot [upexmusu w000 60pomvou 3 6I0MUBAHHAM 2P0~
wetl, Ka NPONOHYE POSUUPUTIU NOBHOBANCEHHSL NIOPO30LIE
Dinancosoi po3sioku, NOGUHHT MICTUMU 0eMaLbHUTL AHALL3
npas Ha HeOOMOPKAHICMb NPUBAMHOZO HCUMIMS MA 3aXUCT
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Oanux, SKUMU KOPUCTIYIOMbCS ZpoMadsnu 8 €sponeticvkomy
cydi 3 npas modunu ma Xapmii ocnosnux npas €C. Posuu-
PEHHSL NOBHOBANCEHD HA poscﬂzayeamm YxUneHsL 610 Cnaamu
noO0AmKi6 Y KiMUeGoMy Pe3yivmami 6UMazde nonepeoivozo
Y320091CeHMsL NIOCMAS 05t 00BUHYBAUEHHSL Y 3NOUUNHAX, WO K-
PamMbCst KpUMinaivhum saxornodascmsom 6 pamxax €C.

Illyp6a M. Komney xonuoenuyuanrsnocmu ons epa-
scoan EC: 6onee npucmanvioiii 632na0 na Yemeepmyio
Hupexmuey no 6opvoe c ommwvieanuem oenee. [pozpeccus-
HOe passumue esponeiickozo 3axoHodamenpcmsa 6 00Aacmu
60pvObL ¢ OmMmbIBaHUEeM Oenez/NPomuUooeticmeus PuHanci-
POBAHUIO MEPPOPUSMA 8 COUCMAHUL C YEMKOLL UELbI0 JUKCU-
OauuL YKIOHEHUS. O YNILATbL HAL0Z06 NPUBEIIO K UPESMEPHO-
MY AOMUHUCTIPAMUBHOMY KOHMPOTIO KANCO020 2paNCOaHUna
EC u sce 6onee cepvesiomy noopuisy 0CHOBONOIAZAIOWUX 2Pa-
acoanckux npas. Coomsemcmsenno, Yemsepmas Jupexmu-
6a 0 bopvbe ¢ ommvleanuem 0enez nOOHUMAEm ONPoCyL O ee
apexmusnocmu u coxpanenuy NPUHUUNOS 3axona. B amom
Konmexcme ouens 8axcno mo, umo Yemeepmas /lupexmusa
o0 Gopvbe c ommvieanuem Oenez sKmouaem 6 cebs coomeem-
cmeue ommbleanus Oenez/PUHAHCUPOBAHUE MEPPOPUIMA
U YKAOHEHUe OM YNIAMbL HA0208, YMO 6 NPUHUUNE CTNAGUM
100 commenue 0onYCmuUMocmv Jupexmuest u3-3a omcymem-
BUSL 2APMOHUSAUUL 20061020 NPABA U ONPEOCLeHUS. HANO~
206bIX NPECIMYNIAEHULL, CEAZAHHBIX C NPIMBIMU U KOCBEHHDIMU
nanozamu. TIoCKoIwKYy Mencoy 20CyOapCmeamu-uienamu Hem
63aUMO0eLiCMBUS. 60 MHOZUX OOIACMSX 6 ACNEKMe YKAOHEHUS.
OMm YNAGMbL HALOZ0E C MOUKU 3PEHUS. MO20, UMO HAKAYEMO,
umo nem, Yemeepmas /lupexmusa o 6opvbe ¢ ommvleanuem
Oenez nooHumaem QyHOAMEHMALbLHbIE BONPOCHL N0 3AUUME
OaHHDLX U €BPONELICKOMY 3AKOHOOAMENLCMBY, KOMOPAS, U3-30
nedocmarowell 2apMOHUAUUL, TO360LAEM NPOBOOUMD e6Po-
netickue paccae0osanus 6e3 HAIUUUS Y2Z0NI06H0Z0 NPECmyn-
JleHUsL 6 COOMEeMCmeyIoweM 2ocyoapcmse-uiene. B mo e
BpeMsL MPemvil CMpPansL ¢ BbICOKOL CMENeHbl0 PUCKA U HECOs-
Mecmumble no ropucouxuuu cmpanvt 6 EC npusenu x xpumu-
HAU3AUUU CTIPAHDL, KOMOPbIE 8 NePEyIo 0uepedb CUUMAIOMCSL
HAR0Z06bIMU YOHCUWAMU, HO KOMOPbIe He NPeiCcimasision
Peanvioll Yzposvl 6E30NACHOCTIL NOCPEOCEOM (PUHANCUPOBA-
HULSL MEPPOPUIMA UL OMMBLEAHUS. OEHENCHBIX CPEOCE, NOY-
UCHHDBIX U3 He3aKOHHbIX ucmounuxos. “Ilanamckue doxymenr-
mot” NOOHAU BONPOCHL U KPUMUKY CYUECMEYIOULUX NOJIUTNUK
6 OMHOWEHUU OPUIOPHBIX CIMPYKMYP. 3AKOHO0AMENbHASL pe-
axuus 6vua deticmeuem ecaenyro. bopvba ¢ meppopusmom u
npedomepauenue YKIOHeHUs. O YNLATMbL HAJ0Z08 UCNOLb3Y-
10MCSA 6 Kauecmee apeyMenmos Kax 6 NoJumuKe, max u 6 cpeo-
CMBAX MACCOBOU UHGDOPMaLuLL 015 co30arust 6ce 6oJiee OaieKo
udywezo 3aKoH00amenLCmead, Komopoe axobvl co3daem cnpa-
sednusoe Han0z00010MceHUe U NPEOOMEPAWAET. MEPPOPU-
cmuueckue amaxu. Unmezpayus 3mux CUibHO PACXO0SUUXCSL
uenell 6 pamxax 6opvovL ¢ ommvieanuem deneez 6 EC npusena x
63pwIsYy pacxodos na cozracosanue 6 EC u 60 ecem mupe, 6e3
KAKUX-TUOO IMIUPUUCCKUX OammbLx, umobvl npeonooNcumn
paxmuueckyio pPexmusnocmo 9Moz0 3aKOHOOAMENLCMEA
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6 mpedomepawenuu meppopucmuveckux amax. Hu unmen-
CUPUUUPOBAHHAS IKCNEPMU3A KIUCHMOB, HUL 6CECTNOPOHHULL
MOHUMOPUHZ U KOHMPOJLb MUTIUOHOE (DPUHANCOBDIX ONePaUil
0ObIUHBIX 2paNcoan He Mozym npedomspamums HoGble HU3-
KOMEXHOIO2UUHbIC MEPPOPUCTIUYECKUE AMAKU, NOCKOTILKY
05t aMuUX amax mpeOyomcst moavko MUHUMATLHbLE UHAH-
cosvle pecypcovl. B nepsyio ouepedv, Yemsepmas Jupexmusa
0 6opvbe ¢ ommbieanueMm 0enez CKIOHHA WNUOHUMb 3d 00bly-
HbLMU Zpadxcoanamu 6 becnpeuedenmmnoll cmenenu 6e3 KaKozo-
b0 nepeonauanviozo nodospenus. Cezoons EC noowpsiem
NOCMOSHHYI0 HEOOY30AHHYIO U HEOZPANUMCHHYIO Nnepeoady
NePCOHANLHBIX OAHHBIX 6 MPEMbl CMPAlbL N0 6A3€ CUCTEMbL
6opvOLL ¢ OmMblIBaNUEM Oeez, UMO CMABUM KANC0020 2pa-
acoanuna noo obuiee nodo3penie 1 NPOBOOUM PACCIe006aHUs
8 COOMEEMCMBUL C SMOTL NOAUMUKOU 6e3 000CHOBANHDIX N000-
3penuil, Komopvie HecoBMeCmuMbL ¢ NPAGAMU, ONUCAHHDIMU 6
Esponetickom cyde no npasam uenogexa u Xapmuu 0CHOGHBIX
npas. Ilosmomy npednoixcenust o enecenuu nonpasku ¢ Jem-
sepmyio upexmugy o 6opvoe c ommuvisanuem oernez, Komopas
npeonazaem pacuupums noIHOMOUUS NOOPA30eeHUTl una-
COBOIL passedkit, Q0JHCHbL BKIIOUAMD NOOPOOHBLL AHAIUS NPAS
HA HENPUKOCHOBEHHOCTIND YACTIHOU HCUSHU U 3AUUMBL OAHHDIX,
KomopvimMu nosw3yomes paxcoane ¢ Esponetickom cyde no
npasam uenosexa u Xapmuu ocnosnvix npas EC. Pacuupenue
NOJHOMOYUUL 110 PACCAEO08ANUIO YKIIOHEHUSL O YNILAMbL HALO-
208 8 KOHEUHOM Umoze mpebyem npedsapumenvozo Coziaco-
8anUsL OCHOBAHUTL LS 00BUHENHULL 8 NPECTYNILCHUSIX, HAKA3Ye-
MBIX Y20N108HbIM 3aKoHnodamenvemeom 6 pamkax EC.

Hagiviwna 3 ciuns 2017 p.
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