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ELECTRONIC VOTING: PROSPECTS FOR UKRAINE

Abstracts. The article states that the issues of unification and digital transfor-
mation of electoral processes have recently become widely discussed in Ukraine.
The author notes that the main goal of the ideologues of e-voting is to simplify
election procedures, debureaucratize election processes, make it easier for voters
to vote, speed up the counting process, minimize the possibility of influencing the
counting of votes and establishing voting results. The article examines the main
types of procedures and types of electronic voting. The author also emphasizes
the importance of complying with Recommendation CM / Rec (2017) 5 of the
Committee of Ministers of the Council of Europe to member states on electronic
voting standards (adopted by the Committee of Ministers on 14 June 2017). Exa-
mining the history of the introduction of e-voting in the world practice and de-
termining the reasons for abandoning such practices in some countries, the author
analyzed and summarized the positive and negative aspects of the introduction
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of e-voting for certain aspects of the electoral process. The author notes that the
system of “electronic elections” is known in world practice, but the question of its
application is quite controversial given the distrust of the system itself; the impos-
sibility of ensuring the secrecy of the vote, provided that the voter is identified
during, for example, online voting; impossibility of independent observation and
verification of data when counting votes. According to the author, the introduc-
tion of electronic voting is a matter of separate careful study given the different
history of both success and failure of the failed application of the electronic voting
system in world practice.

Keywords: elections, electronic voting, remote voting, early voting, imper-
sonal voting.

EJIEKTPOHHE TI'OJIOCYBAHHS: IEPCIIEKTUBHU JI1 YKPATHU

Amnoranis. Busnaueno, mmo nutanng yridikaritii ta mudposoi rpanchopmartii
BUOOPUYUX TPOIECiB OCTAaHHIM YacoM HaOyBalOTh B Y KpaiHi MIMPOKOT AUCKYCii.
OCHOBHOIO MeTOIO, SIKY i1e0JI0OTH BIPOBA/IPKEHHS €JIEKTPOHHOTO T'OJIOCYBAHHS
CTaBJISAITH Tiepell co60I0, € CIPOIeHHsT BUGOPUUX TIPOIEAYp, AeOI0pOKpaTH3a-
1[ist BUOOPUMX TIPOIIECIB, JOCTYITHICTH JIJIsT BUOOPILIB /10 CHCTEMHU TOJIOCYBaHHS,
[NPUIIBUAIIEHHS [IPOIECY iIPaxyHKYy roJI0CiB, MiHiMi3alis MOKJIUBOCTI BILIU-
By Ha Ii/IPaXyHOK TOJIOCiB BUOOPIIIB Ta BCTAHOBJIEHHSI PE3yJIbTATiB TOJIOCYBaH-
H4. JlocaizxeHo 0OCHOBHI BUIU IIPOLIEYP Ta TUIIM €JIeKTPOHHOTO TOJI0CYBaHHS.
Takox HArOJOMYETHCS HAa BaKJAMBOCTI poTpuManHg Pexomenpariit CM/Rec
(2017)5 Kowmitery MinictpiB Pagu €Bpornu nep;kaBaM-dsieHaM IMIOA0 CTaHap-
TiB €JIeKTPOHHOTO rosiocyBauHs (mipuiinsato Komitetom MinicTpiB 14 depBHSA
2017 poxky). locaijzkytoun icTOpito BIPOBA/PKEHHS Y CBITOBil TIPaKTUIli eJieK-
TPOHHOI'O FOJIOCYBaHHS Ta BU3HAYAIOUX IIPUYMHM BiJIMOBH Bijl TaKOI IIPAKTUKU
B OKpEeMUX KpaiHax, [poaHa/i30BaHO Ta y3arajJbHEHO [MO3WTHUBHI [ HeraTWBHi
aCIIeKTHU BIIPOBA/KEHHS €JeKTPOHHOIO TOJOCYBaHHS JUUIsI OKPEMUX IIPOLELYP
BUOOPYOro Tpoilecy. 3ayBakeHo, 1[0 CUCTEMa “eJeKTPOHHMX BHOOPiB” mobpe
Bijloma y CBiTOBili IpakTuIli, IpoTe MUTAHHSA ii 3aCTOCYBaHHS € JOBOJI JAUCKY-
CIITHUM 3 OTJISIy Ha HEIOBIPY 0 CaMOT CUCTEMU; HEMOKJIMBOCTI 3a0e31eueHHsI
TAEMHMUILI TOJIOCYBaHHs 32 YMOBH igeHTHdiKaIlii BUOOPIS MMijl Yac, HAIPUKJIAIL,
iHTepHeT-ToJI0CYBaHH; HEMOKJIMBOCTI HE3aJIeKHOIO CIIOCTEPE:KEHHSI Ta BepU-
dikamii JaHWX MPHU THAPaXyHKY ToJOCiB BUOOPIIB. YIPOBAKEHHST €JIEKTPOH-
HOT'O TOJIOCYBAaHHSI € IUTAHHSIM OKPEMOI'O PETEJBbHOTO JTOCJiPKEHHS 3 OTJISILY
Ha pi3Hy icTOpilo K yCHixy, Tak il icTOpilo HeBAAJIOTO 3aCTOCYBAaHHA Y CBITOBil
MPaKTUIL CUCTEMU eJIEKTPOHHOTO FOJIOCYBAaHHSI.

KmouoBi ciaoBa: BuGopwu, eJIeKTpOHHE TOJIOCYBAHHSI, IMCTAHILTHE TOI0CY-
BaHHS, I04aCHE FOJIOCYBaHHs, HellepCOHAIbHE TOJI0CYBaHHS.

IJIEKTPOHHOE I'OJIOCOBAHHUE: ITEPCIIEKTHBbI
JJIAA YRPAWHDI

Annoramus. Otpe/iesieHo, 4TO BONPOCHl YHUMUKAIMKU 1 TTU(POBOIT TpaHC-
(bopmaiiy U36UpPaTETHHBIX MPOIIECCOB B MOCIEHEE BPeMsT B Y KparHe IHPOKO
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muckyccupytorcst. OCHOBHOI 11€J1bI0, KOTOPYIO UIE0JIOTH BHEPEHUS 2JIEKTPOH-
HOTO TOJIOCOBAHUsI CTaBAT Tiepe] COOOM, SIBJISIETCS YIIPOIeHNe N30MpaTeTbHbIX
nporeayp, AedropoKpaTH3aiys U30MpaTeIbHbIX MPOIECCOB, JAOCTYITHOCTD JIJIst
usbuparesieil K CUCTEMe TOJIOCOBAHUSI, YCKOPEHUsI TIPoIlecca MojicyeTa ToJI0COB,
MUHMMHU3AIMsT BO3MOKHOCTH BJIMSIHUSI Ha TIO/ICYET TOJI0COB n3bMpaTesieii u ycra-
HOBJIEHWST PE3YJIbTAaTOB TOJI0cOBaHMs. VccieqoBaHbl OCHOBHbBIE BU/IbI TIPOTIELY P
U TUIIBI JIEKTPOHHOTO ToJIocoBaHMs. TakKe OTMEUEHO BasKHOCTH COOJIIOIEHIIST
pekomenzpanuit CM/Rec (2017) 5 Komurera Munnctpos Coseta EBporibl rocy-
JapcTBaM-4JeHaM OTHOCUTETHHO CTAHIAPTOB 3JIEKTPOHHOTO rOJI0coBaHus (TIPH-
HaT Komurerom Munucrpos 14 utonst 2017). Vccaenyst uctoputo BHeJpEHNS B
MUPOBOII TIPAKTUKE 3JIEKTPOHHOTO TOJIOCOBAHUS U ONPe/essisl IPUYUHBI OTKAa3a
OT TaKO#l MPaKTHKU B OTAEIBHBIX CTpPaHaX, MPOAHAJIM3UPOBAHBI U 0OOOIIEHBI
MIOJIOKUTEIbHBIE U OTPUIIATETbHbIE ACTIEKTHl BHEAPEHUS 3JIEKTPOHHOTO TOJIO-
COBaHUS JIJIsl OT/EJBHBIX TIPOIeAyp u3buparesbHoro mporecca. OTMedeHo, 4To
cucreMa “a2JIeKTPOHHBIX BHIOGOPOB” XOPOIIIO M3BECTHA B MUPOBOIl IIPAKTUKE, O/I-
HAKO BOIIPOC €€ NMPUMEHEHUs 0BOJbHO JMCKYCCUOHHBIHN, YIUTHIBAsI HeJJOBEpHe
K CaMoii crcTeMe; HEBO3MOKHOCTH 00eCiedeHUsI TaitHbI TOJIOCOBAHMSI TTPH Y CJIO-
BUU HieHTH(hUKAIMN U30MpaTesisi BO BpeMsl, HAIIpUMep, MHTEPHET-TOJI0COBAHNST;
HEBO3MOKHOCTH HE3aBUCHMOTO HAOJIIOIeHIS ¥ BepU(DUKAIIMK JaHHBIX TIPU TTO/I-
cyere TOJI0COB n3buparesieil. BHepeHne 2/IeKTPOHHOTO TOJIOCOBAHUSI SIBJISIETCSI
BOIIPOCOM OT/IEJIBHOTO TIATETBbHOTO UCCJIEIOBAHMS, YUUTHIBAsI PAa3HYIO UCTOPUIO
KaK ycIiexa, Tak ¥ KICTOPHUIO Hey[ayHOTO TPUMEHEHUST B MUPOBO# TPAKTHKE CHUC-
TEMBI 3JIEKTPOHHOTO I'OJIOCOBAHUS.

KoueBbie cioBa: BHIOOPHI, 9JIEKTPOHHOE TOJIOCOBAHKE, TUCTAHIMOHHOE TO-
JIOCOBaHMe, JOCPOYHOE TOJIOCOBaHME, HETIEPCOHATBHOE TOJIOCOBAHME.

Problem Statement. Simplification
of election procedures, streamlining
electoral processes, access for voters
to the voting system, the acceleration
of the counting process, minimizing
the impact on the counting of votes
and establishment of voting results
are the main tasks that can be solved
theoretically using electronic voting in
elections. “Electronic election” (e-elec-
tion) systems are well-known in the
world practice, but the issue of their
application is quite debatable, given
the lack of confidence in the ability
to prevent unconditional non-interfe-
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rence in the system to distort the data
of voting results. Other debatable as-
pects: the impossibility of ensuring the
secrecy of the vote, provided that the
voter is identified during, for example,
online voting. Or the inability to in-
dependently monitor and verify data
when counting votes. These and other
problems have led some countries to
abandon the practice of electronic vo-
ting in elections. Taking this into ac-
count, when deciding on the introduc-
tion of an electronic voting system in
Ukraine, it is important to analyse its
positive and negative aspects.




Analysis of recent researches and
publications. Consideration of the
problems of e-democracy is presented
by the works of scientists, namely:
A. Akimov, S. Dziuba, E. Brek, K. Ver-
ges, 1. Zhyliaiev, D. Caddy, H. Kokha-
lyk, N. Makhnachova, F. Noble, S. Po-
lumienko, I. Ruban, A. Semenchenko
and others.

The issues of introduction of the
electronic voting system and ap-
proaches to its organization were stu-
died by the following foreign and do-
mestic scientists, namely: M. Buchyn,
M. Hrachov, N. Hrytsiak, D. Kova-
liov, R. Krimmer, A. Konstantynivs-
ka, Yu. Kliuchkovskyi, K. Matrenina,
M. Mikhrovska, M. Mostova, 1. Po-
lovko, A. Prosser, 1. Sidenko, S. Solo-
viov,N. Tytovska, D. Uhgriumov, S. Fa-
tieieva, S. Fomina, and V. Khalyziev.

Formulating the goals of the ar-
ticle. To study the practice of apply-
ing the world experience of electronic
voting; to determine the positive and
negative aspects of electronic voting
and the prospects for using electronic
voting in elections for Ukraine.

Presentation of the main material.
The issues of unification and digital
transformation of electoral processes
have recently become widely discussed
in Ukraine. However, the introduction
of electronic voting is a matter of sepa-
rate careful study because of the diffe-
rent history of both success and fai-
lure of the failed application of the
electronic voting system in world prac-
tice.

At the same time, the legislation
of different countries has a different
interpretation of the concept of “elec-
tronic voting”. For example, the term
“electronic voting” is used in Austria to

refer to any form of voting that takes
place outside a polling station: via the
Internet, SMS voting or voting via any
electronic device.

Experts define the following types
of electronic voting in world practice:

1. Voting at a polling station using
an electronic system (Vote-recording
Technologies): a voter registers his
ID-card in a special reader, enters his
password on the voting website, where
he receives an e-ballot and reflects his/
her choice. When voting is completed,
such mailboxes automatically count
the votes.

2. Optical Scan Marksense: a voter
selects a candidate by marking on a
special ballot, which is then processed
by an election machine that uses op-
tical means to count the votes at the
polling station.

3. Voting with punched cards: the
voter uses special cards that are read
by a computer, marking the candidate
with a special code that remains on the
punched card; then the voter lowers
the punch card to the ballot box, which
automatically counts.

4. Direct-recording Electronic Vo-
ting System (DRE): the voter selects
a candidate on the touch screen of a
computer, after which the machine
counts the votes using a special pro-
gram. Identification is through finger-
prints or an ID card.

5. Remote and “early” voting: the
voter chooses a candidate through a
secure communication channel (soft-
ware on the Internet). Most often it is
sending a special e-mail to the polling
station or voting on a specially created
website. The vote enrolment procedure
takes place only after prior identifica-
tion [1].
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The following popular types of
e-voting procedures can be defined
conditionally: outside the polling sta-
tion (for example, using Passport 1D
and the Internet); personal voting in
the polling stations with the help of
electronic ballot boxes (the ballot is in-
serted into a digital ballot box, which
is connected to the Internet, after rea-
ding the ballot, the system automati-
cally recognizes the voice and counts
the results); voting using special digital
terminals (system with touch screens
with the possibility of authorization
using identification system).

In our opinion, electronic voting
should ensure that the voter has ac-
cess to voting systems, clearly reflect
the will of the voter, contain no signs
of discrimination, ensure secrecy (ano-
nymity of voting) and be able to verify
the results of elections.

It should be noted that CM/Rec
(2017) 5 Recommendation of the
Committee of Ministers of the Council
of Europe to member states on electro-
nic voting standards (adopted by the
Committee of Ministers on June 14,
2017) contains, inter alia, the following
requirements for the electronic voting
system: respect all principles applica-
ble to democratic elections and refe-
rendums; assess the risks, in particular
the specific risks of e-suffrage, and ad-
dress them with appropriate measures.
The recommendation confirms that
“public confidence in the government
... is a necessary condition for the in-
troduction of electronic voting”. The
Recommendation states that “all prin-
ciples of democratic elections” must be
observed. The Recommendation con-
tains about 50 standards for electronic
voting, which should ensure compli-
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ance with the above standards (related
to universal, free, equal suffrage and
secret ballot), as well as standards re-
lating to regulatory and organizational
requirements for e-voting, monitoring
and transparency, accountability, reli-
ability and security of the electronic
voting system [2].

For the first time in 2000, the Uni-
ted States (State of Oregon) conduct-
ed online voting, but the most wide-
spread in the 2004 election campaign
was the system of reading information
from ballot papers filled out by the vot-
er personally manually. This e-voting
system was first used as an experiment
in the 1996 municipal elections in Bra-
zil, later in 2000, it was used in munici-
pal elections throughout the country,
and in 2002 in the national presiden-
tial elections. Since then, it is personal
voting in the counting rooms with the
help of terminals is the most common
in the world, given that they can work
autonomously.

Today, Estonia is the undispu-
ted leader in the implementation of
e-voting, where since 2005, the number
of voters who voted online has grown
over the years from 2 % in 2005 to 31 %
in the 2014 elections. The basis of the
Estonian Internet voting system is the
use of Estonian identity cards like ID-
cards, which allow its holder to put a
digital signature on official, legally
binding documents. Early Internet vo-
ting is possible in the country. Besides,
voters can change their preferences an
unlimited number of times, but the last
voting option counts. The successful
practice of using electronic voting is
also considered to exist in Kazakhstan.

Citizens’ trust plays an important
role in the implementation of the elec-




tronic voting system. For example, the
majority of Australians support the
introduction of electronic voting: the
electronic electoral system is mainly
supported by people aged 25 to 34, who
have home computers and are familiar
with electronic payment systems. In
Brazil, to ensure the reliability of the
system in 2009, a competition of ha-
ckers was organized to test the resist-
ance to “hacking” of the system and
to form additional confidence in these
technologies. And in Venezuela in the
2005 election, an effective means of
restoring confidence was the mass re-
counting of paper tracks in 45 % of poll-
ing stations and the elimination of the
automated identification process. In
India, due to the opposition's distrust
of ballot machines, it was demonstrat-
ed that the motherboard is easily and
without loss of functionality removed,
the chip code is read, and the chips can
be changed to reprogrammed: there-
fore, the possibility of interfering with
the system has been proven [3].

In some countries, there is ambigu-
ity about e-voting at different levels:
for example, e-voting is not supported
at the national level in Canada and
Switzerland, but at the local level the
trust and popularity of e-voting allow
it to be used.

However, the world practice of
electronic elections has the experience
of abandoning electronic voting, for
example, Bahrain in 2006 abandoned
electronic voting on security issues.
Similarly, Ireland, after significant in-
vestment, abandoned electronic vo-
ting in 2009 due to the unreliability of
the system. Lithuania refused such a
vote on suspicion of possible interfe-
rence in the system. The Netherlands

returned to paper voting in 2008, the
main reasons being the danger of secre-
cy of the vote and high dependence on
sellers and certified agencies. In 2014,
Norway also suspended the process of
introducing electronic voting in the
context of the security issue (but sus-
pended it temporarily). In Japan, elec-
tronic voting has now been abandoned
due to the imperfection of the techni-
cal means for voting. And in 2009, Ger-
many declared the e-voting procedure
unconstitutional.

The United Kingdom conducted
more than thirty online test polls in
local elections from 2002 to 2007, but
in 2005 it was found that e-voting sys-
tems were too expensive and did not
increase voter turnout. Moldova has
also abandoned the idea of such a vote
after lengthy research. Following a pi-
lot vote in 2008, Finland did not im-
plement the system. In 2017, France
abolished the possibility of electronic
voting for citizens abroad (but voting
by mail for citizens abroad remained).
The Dominican Republic also has a
negative experience of electronic vo-
ting in local elections on February 12,
2020: its system broke down after the
start of voting, the voting procedure
was stopped and re-elections were
called.

Therefore, for an objective under-
standing of the feasibility of electronic
voting, it is important to understand
the advantages and disadvantages of
such voting (Table).

In Ukraine, the first attempts to
legislate the introduction of electronic
voting were in 2011 through the ini-
tiative of the On the Concept of “In-
troduction of Electronic voting” bill
(Reg. Ne 8656 of June 10, 2011) [3].
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Generalization of Positive and Negative Aspects of Electronic Voting

Object

ADVANTAGES of e-voting

DISADVANTAGES of e-voting

1

2

3

VOTER
TURNOUT

+ Better adapted to the needs of
an increasingly mobile society.

+ Increasing the number of young
voters who are ready to partici-
pate in elections using information
technology

+ Reduction of turnout at the ex-
pense of older voters and voters
who will not have the technical
ability to vote

VOTING
PROCEDURE

+ Possibility to use various techni-
cal means for voting.

+ Ability to use multilingual user
interfaces, which can serve the
multilingual electorate better than
paper ballots.

+ Ability to vote for several days at
a convenient time for the voter.

+ The voting procedure is more
convenient for people with disa-
bilities and voters who are out of
access to the Polling Station (PS).
+ An e-ballot can be easier to un-
derstand and fill out

+ Limited openness and under-
standing the system for non-ex-
perts.

+ Possible lack of public confi-
dence in e-voting elections due
to shortcomings in the protection
system.

+ Depending on the type of vo-
ting, the voter will have to provide
the opportunity to vote (ID-code,
electronic signature, registration
in the system, the study of the vo-
ting system, subject to remote vo-
ting like providing a voting point).

+ Lack of proper software (espe-
cially acute for uncovered Internet
environments).

+ Inequality of voter access to
voting means (ignorance, lack of
technological opportunities, etc.)

PROTECTION
OF ELECTION
RESULTS

AND SECRECY
OF VOTING

+ Prevention of fraud at polling sta-
tions and during summing up by
reducing human intervention.

+ The ability to vote remotely sig-
nificantly reduces the risk of pres-
sure to vote and increases the reli-
ability of choice.

+ The counting of votes can be ob-
served in real-time.

+ The decrease in the number
spoiled election ballot-papers:
electoral systems can warn voters
about invalid votes.

- Incident reduction sale of votes,
enabling voting one voter more
than once

- Potential violation of the secrecy
of the ballot, especially for sys-
tems that simultaneously perform
the functions of voter authentica-
tion and voting.

« Increasing security requirements
to protect the voting system.

+ The lower level of control by the
election commission due to high
dependence on technology.

+ Limited conversion options.

- It is almost impossible to com-
pletely protect yourself from vi-
ruses and hacker attacks. The
slightest threats can be dange-
rous when it comes to deciding
the fate of the state. The use of
centralized databases on which
voting results are stored is espe-
cially dangerous.

+ Impossibility of independent ob-
servation of the voting process
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1

2

3

+ Potential long-term savings in
the production and distribution of
ballots.

+ Cost savings on transportation of

ESTABLISHMENT | - More accurate results due to the | « Lack of transparency.

OF ELECTION exclusion of the error factor. - Limited openness and under-

RESULTS - Effective management of com- | standing of the system by those
plex formulas of electoral systems | who are not experts.
that require complex counting pro- | « Risk of being manipulated by in-
cedures. siders with extended access to the
- Better presentation of complex | system or by external hackers.
ballots. + Probability of fraud by large-
+ Faster counting of votes and for- | scale manipulation by a small
mation of tables group of insiders

ECONOMIC + Potential long-term cost savings | + Lack of harmonized standards

AND TECHNICAL | by saving election commission | for e-voting systems.

RATIONALE staff time and reducing costs. « System certification is required,

but there are no widely agreed
certification standards.

« Increased costs for the purchase
and maintenance of e-voting sys-

ballots

tems.

« The need for additional informa-
tion campaigns for voters.

« There may be a conflict with the
existing legal framework.

+ Growing demands on IT equip-
ment, infrastructure and the envi-
ronment

However, the project was not suppor-
ted. Subsequently, in 2017, the Cabi-
net of Ministers of Ukraine approved
the Concept for the Development of
Electronic Democracy in Ukraine and
the Action Plan for its Implementa-
tion, according to which by 2018, the
implementation of the electronic vot-
ing system was to take place. By Order
of the Cabinet of Ministers of Ukraine
Ne 405-p dated June 12, 2019 On
Approval of the Action Plan for the
Implementation of the Concept of De-
mocracy Development in Ukraine for
2019—-2020 sets new deadlines for im-
plementing electronic voting, as well
as the electronic election process,
electronic referendums and electronic
plebiscites — the 3 Quarter of 2020.
However, the reform of the election
legislation with the adoption of the

Electoral Code of Ukraine does not
provide for the introduction of elec-
tronic voting. Thus, today in Ukraine
the issue of electronic voting is outside
the legal field and requires a balanced
decision based on the results of study-
ing the world practice of electronic
voting.

According to a study by the Inter-
national Foundation for Electoral Sys-
tems on the feasibility of introducing
new electoral technologies (February
2020) [4], the relevant recommenda-
tions were provided, the main ones
being:

* to launch an inclusive, large-scale
consultation process with all Ukrai-
nian election stakeholders;

 to simplify election procedures,
to pay attention to the professionaliza-
tion of specialists in this field;
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* the Government of Ukraine must
adequately and stably increase budget
allocations for the election process;

» a comprehensive survey of citi-
zens’ knowledge of and trust in e-de-
mocracy and electoral technologies
should be conducted;

¢ to launch an important CEC-led
research initiative as soon as possible
to determine which e-voting and In-
ternet voting models are appropriate
for Ukraine;

* to finalize cybersecurity legisla-
tion in Ukraine to establish appropri-
ate agencies with which the CEC will
cooperate to protect any new election
technologies; and

* to conduct experimental testing
of new voting technologies.

Conclusions and suggestions.
Electronic voting is certainly aimed
at simplifying election procedures and
access to the voting system and may
provide for the possibility of early vo-
ting. However, before the introduction
of such a system in Ukraine, it is im-
portant to study the practice of imple-
menting the system of “electronic elec-
tions” in countries that have a positive
history of its use, and in countries that
have now abandoned such practices. It
should be noted that today there is a
general reverse tendency towards the
introduction of electronic voting in
elections. This is mainly due to the lack
of trust in various aspects of public life
and state institutions, and therefore in
the electronic voting system. Besides,
such a system has other significant
drawbacks: it is often the identification
of the “online voter”, thus violating the
secrecy of the election and the ability
to control the will of a particular voter.
On the other hand, it is impossible to
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verify the voting results: there is a lack
of independent observation of the vo-
ting process and the establishment of
voting results. It is these aspects that
generate the voter’s distrust of the
electoral process. Thus, ensuring de-
mocratic transparent electoral process-
es with the introduction of electronic
voting will be an urgent task. The use
of electronic voting requires a tho-
rough rationale of the feasibility of its
implementation.

REFERENCES

1. Konstantynivska, A. (2018). A yak u
nykh? Elektronne holosuvannia: za
materialamy, pidhotovlenymy v ram-
kakh Prohramy USAID, shcho vy-
konuietsia Fondom Skhidna Yevropa
ta partneramy RADA: pidzvitnist,
vidpovidalnist, demokratychne parla-
mentske predstavnytstvo [And how
are they doing this? Electronic voting:
based on materials prepared under the
USAID Program by the Eastern Eu-
rope Foundation and RADA partners:
accountability, accountability, demo-
cratic parliamentary representation].
rada.oporaua.org. Retrieved from htt-
ps://rada.oporaua.org/analityka/a-
iak-u-nykh/23280-a-iak-u-nykh-ele-
ktronne-holosuvannia [in Ukrainian].

2. Recommandation CM/Rec (2017)
5[1] du Comité des Ministres aux
Etats membres sur les normes relatives
au vote électronique (adoptée par le
Comité des Ministres le 14 juin 2017,
lors de la 1289eréunion des Délégués
des Ministres). (2017). search.coe.
int. Retrieved from https://search.
coe.int/cm/Pages/result details.
aspx?ObjectID=0900001680726f6a
[in French].

3. Proekt Zakonu Ukrainy “Pro Kont-
septsiiu  “Zaprovadzhennia systemy
elektronnoho holosuvannia v Ukrai-




ni” : vid 10.06.2011, Ne 8656 [Draft
Law of Ukraine “On the Concept “In-
troduction of the electronic voting
system in Ukraine” from 10.06.2011,
Ne 8656]. ips.ligazakon.net. Retrieved
from https://ips.ligazakon.net/docu-
ment/jf60g00a [in Ukrainian].

. Doslidzhennia dotsilnosti zaprovadz-
hennia novykh vyborchykh tekhnolo-
hii, liutyi 2020 roku [Study on the fea-
sibility of introducing new electoral
technologies, February 2020]. (2020).
ifesukraine.org. Retrieved from htt-
ps://ifesukraine.org/wp-content/
uploads/2020/03 /TFES-Ukraine-
Feasibility-Study-on-the-Introduc-
tion-of-New-Elections-Technology-
for-Ukraine-v1-2020-02-13-Ukr.pdf?
[in Ukrainian].

CNMNCOK BUKOPUCTAHUX
AKEPEN

1. Koncmanmumniscoxa A. A sk y Hux?

Enexrtponne ronocyBaHHS: 3a MaTe-
piasiamMu, IiArOTOBJIEHUMU B pPaMKax
[Iporpamu USAID, 110 BUKOHYETbHCS
Donmom Cxigna €Bporma Ta maprt-
nepamu PAJIA: nixgssiTaicTs, Bifno-

BiJTAJIbHICTh, JIEMOKpAaTUYHE TIapJia-
MeHTcbKe mpezacTaBHUITBO:  URL:
https://rada.oporaua.org/analityka/
a-iak-u-nykh/23280-a-iak-u-nykh-
elektronne-holosuvannia

. Recommandation CM/Rec(2017)5[1]

du Comité des Ministres aux Etats
membres sur les normes relatives au
vote électronique (adoptée par le
Comité des Ministres le 14 juin 2017,
lors de la 1289¢ réunion des Délégués
des Ministres) URL: https://search.
coe.int/cm/Pages/result_details.
aspx?ObjectID=0900001680726{6a

. IIpo Komntemntito “3ampoBaKeHHS

CUCTEMU €JIEKTPOHHOTO TOJIOCYBaHHS
B Ykpaini”: mpoexT 3akoHy YKpaiHu
Bix 10.06.2011 Ne 8656 URL: https://
ips.ligazakon.net/document/jf6og00a

. Hocnimkerns momiapbHOCTI  3ampo-

Ba/UKEHHS HOBUX BHOODYMX — Tex-
nvozorii, motuii 2020 poky: Mix-
HapoIHa dbyHmaris BUOOPUNX
cucreM. URL: https://ifesukraine.
org/wp-content/uploads/2020/03/
IFES-Ukraine-Feasibility-Study-on-
the-Introduction-of-New-Elections-
Technology-for-Ukraine-v1-2020-02-
13-Ukr.pdf?

33




